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Every Contact Leaves a Trace
Side Channel and Micro-architectural Attacks on Modern Cryptosystems
by Prof. Debdeep Mukhopadhyay
Indian Institute of Technology Kharagpur

Cryptography plays a vital role in securing e-business and e-commerce transactions. In
spite of the mathematical robustness of Cryptography, they may leak sensitive
information via unintended side-channels.

Prof. Debdeep Mukhopadhyay, Department of CSE, lIT Kharagpur, initiated the
Secured Embedded Architecture Laboratory (SEAL), focusing on Hardware-Security. His
research interests are on the topics of Cryptographic Engineering and Hardware
Security.

July 8 2022 at 4 p.m. (IST)

Follow us on social media

Twitter: @aset_tifr

YouTube: youtube.com/c/ASETForum
FaceBook: https://www.facebook.com/aset.tifr




